1/2019. (IVV.10.) szamu

jegyzoi utasitas

Az Ibranyi Polgarmesteri Hivatal

adatvédelmi és adatkezelési
szabalyzatarol



A jogalkotasrol szold 2010. évi CXXX. torvény 23. § (4) bekezdés j) pontjdban kapott
felhatalmazas alapjan, tekintettel az informéciés Onrendelkezési jogrél ¢és az
informacidszabadsagrol szold 2011. évi CXIL. toérvény (a tovabbiakban: Infotv.) 25/A. § (3)
bekezdésére az Ibranyi Polgarmesteri Hivatal Adatvédelmi és Adatkezelési Szabalyzatat (a
tovabbiakban: Szabalyzat) az alabbi tartalommal adom ki.

. FEJEZET

Altalanos rendelkezések

1. A szabalyzat hatalya

A Szabalyzat hatalya kiterjed az Ibranyi Polgarmesteri Hivatal (a tovabbiakban: Hivatal)
minden, a szervezeti ¢s miikodési szabalyzataban, ligyrendjében meghatarozott szervezeti
egysegeére.

A Szabalyzat személyi hatdlya kiterjed a Hivatalban foglalkoztatott valamennyi
koztisztviselore, munkavallalora, valamint a munkavégzésre iranyuld egyéb jogviszony
keretében foglalkoztatottakra, tovabba azon személyekre, akik — munkatapasztalat-szerzési,
kutatasi vagy képzési célbol — szakmai gyakorlatukat a Hivatal valamely szervezeti egységénél
toltik (a tovabbiakban egyiitt: foglalkoztatott).

A Szabalyzat hatalya kiterjed a Hivatal 4ltal kezelt személyes adatok teljes korére.

Jelen Szabdlyzat rendelkezéseiben a Hivatal — a jogszabaly alapjan ellatott, illetve egyéb
atruhazott feladataitol fliggéen — adatkezeldnek, illetve adatfeldolgozonak mindsiil.

A Szabalyzat alkalmazasat el kell irni a Hivatal részére vallalkozasi vagy megbizasi szerz6dés
keretében szolgaltatast nyajtok felé, amennyiben tevékenységiik soran a Hivatalnal kezelt

adatokhoz hozzaférnek.

Jelen szabalyzat mindsitett adatok kezelésére nem vonatkozik.



2. A szabalyzat célja

Jelen Szabalyzat az Eurdpai Parlament és a Tanacs (EU) 2016/679 szamu, a természetes
személyeknek a személyes adatok kezelése tekintetében torténd védelmérdl és az ilyen adatok
szabad aramlésarol, valamint a 95/46/EK rendelet hatdlyon kiviil helyezésérdl szolo
rendeletének (a tovabbiakban: GDPR rendelet), valamint a hazai adatvédelmi szabalyozas, igy
kiilondsen az Infotv. rendelkezéseinek vald megfelelést szolgalja.

A Szabalyzat célja tovabba, hogy az Alaptorvény VI. cikk (3) bekezdése értelmében a Hivatal
tevékenysége soran biztositsa a kezelt személyes adatok védelmét, meghatarozza a személyes
adatok kezelése soran iranyadd adatvédelmi és adatbiztonsagi eldirasokat.

A Szabalyzat tovabbi célja a személyes adatnak nem mindsiil6, de egyéb okbol nem nyilvanos
adatok védelmének biztositésa.

3. A személyes adatkezelés alapelvei

A Hivatal a személyes adatok kezelését
a) a szakmai feladatellatdshoz kot6dd, jogszabalyban meghatarozott feladat- és
hataskoreinek, illetve
b) a szervi miikddést szolgald — nem szakmai feladatellatashoz k6t6do — bels6 igazgatasi
feladatainak (a tovdbbiakban: funkcionalis mitkddéssel kapcsolatos feladatok)
ellatasa soran végzi.

A Hivatal a szakmai feladatellatashoz kotddd feladat- és hataskoreinek ellatasa sordn
kozérdekli vagy raruhazott kozhatalmi jogositvany gyakorlasaval osszefliggésben, a feladat
végrehajtasahoz szilikséges személyes adatkezelést végez.

Az ligyintézés soran csak azokat a személyes, vagy kiilonleges adatokat szabad felvenni,
amelyek az ligy szempontjabol elengedhetetleniil sziikségesek. A felvett adatokat csak az adott
gy intézése, vagy jogszabdlyban meghatarozott cél érdekében szabad felhasznélni, mas
eljarasokkal, illetve adatokkal nem kapcsolhatok Ossze.

Az ligyirat részét nem képezd, de az eljards soran rogzitésre keriilt személyes ¢€s kiilonleges
adatokat tovabbi felhasznaldsuk megakadalyozéasa érdekében azonositasra alkalmatlanna kell
tenni.

A hibas vagy egyéb okbol feleslegessé valt adatokat tartalmazéd példanyokat azonositasra és
tovabbi felhasznalasra alkalmatlanna kell tenni.
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6. Azlgyiratokat a Hivatal Iratkezelési Szabdlyzataban el6irtak szerint kell kezelni. Az ligyiratok
kezelése, taroldsa soran azok tartalméaba jelen szabalyzat 1. fejezetének 1.2. pontjdban
meghatarozott foglalkoztatottakon kiviil mas személy — az érintett torvény szerinti betekintési
jogan tl — csak akkor tekinthet be, ha ezt a mindenkor hatalyos informacios dnrendelkezési
jogrol és az informacioszabadsagrol szolo torvény szerint hivatali tevékenységével 6sszefiiggd
feladatellatas sziikségessé teszi.

7. Az érintett vagy képviseldje betekintési joganak gyakorldsa soran ugy kell eljarni, hogy ezaltal
masok jogai ne sériilhessenek, ennek megfelelden a mas személyre vonatkoz6 személyes
adatokat ki kell takarni, vagy egyéb modon felismerhetetlenné kell tenni. Ugyanigy sziikséges
eljarni a masolat, kivonat készitésekor is.

8. A Kkiilonleges kategdridba tartozd személyes adat csak a GDPR rendelet 9. cikk (2)
bekezdésében megadott valamely feltétel teljesiilése esetén kezelhetd.

9. Az egyes nyilvantartasok, adatkezelések tekintetében a hozzaférési jogosultsagot a jegyzonek
személyre lebontottan meg kell hataroznia és az id6szert allapotnak megfeleléen nyilvan kell
tartania.

Il.FEJEZET

Adatbiztonsagi szabalyok

1. A jogszabalyban meghatarozott feladat- és hataskorok ellatasahoz kapcsolodo, tartalmuk
alapjan nem rendszerezett elektronikus vagy papir alapu iratokkal végzett tevékenységek a
GDPR rendelet (15) preambulum-bekezdése értelmezé bekezdése alapjan nem tartoznak a
rendelet hatalya ala.

2. Nem rendszerezett iratnak tekintendé
a) apapir alapu irat, amennyiben az nem valamely adatok nyilvantartasara vonatkozo
rendszer része, vagy amely kezelése nem nyilvantartasi céllal torténik,
b) az elektronikus irat, ha kezeld programja nem teszi lehetévé a tartalmara kiterjedd
kiilonb6z6 szemponta keresést,
C) az eljarasok soran készitett, nem iktatott papir vagy elektronikus munkaanyag,
munkakdzi dokumentum, formajatol fiiggetlentil (tarolt dokumentum, e-mail).

3. Az iratok kezelését a Hivatal a kozfeladatot ellatd szervek iratkezelésének altalanos
kovetelményeirdl szolo 335/2005. (XI1.29.) Korm. rendeletnek (a tovabbiakban: 335/2005.



10.

(XI1.29.) Korm. rendelet) megfeleléen, az iratkezelési szabdlyzata alapjan végzi. E
tevékenysége soran biztositja, hogy
a) az ligyiratok kezelése, tarolasa sordn azok tartalmaba illetéktelen személy betekintést
nem nyerhet, az egyes iigyiratokban tarolt személyes adatok védelméért a
foglalkoztatottak, illetve Ibrany Varos Onkormanyzataval kozfoglalkoztatotti
jogviszonyban allok feleldsséggel tartoznak.
b) az iratok tarolasa az iratkezelési szabalyokban elGirtaknak megfelel ideig torténik, a
tarolasi i1dot kovetden az irat jellegétdl fiiggden selejtezésre vagy a levéltarnak
atadasra kertil.

A munkakozi dokumentumokban, kiadmanytervezetekben rogzitett személyes és kiilonleges
adatok védelmét az eljaras soran és a kiadmanyozast kovetden is biztositani kell. A nem iktatott
papiralapt munkak6zi dokumentumokat kiadmanyozast kovetden meg kell semmisiteni, az
elektronikus uton eldallitott munkak6zi dokumentumokbdl a kiadmanytervezeteket és az
eljarasra vonatkozé feljegyzéseket, elektronikus leveleket — megdrzés esetén - a megfeleld
védettség biztosithatosaga mellett kizardlag a Hivatal kizarolagos feliigyelete alatt allo,
illetéktelen hozzaféréstdl védett informatikai eszkdzon lehet tarolni (beleértve az elektronikus
iratkezeld rendszert).

Személyes adatokat is tartalmazé elektronikus vagy papir iratot a Hivatalbol kivinni kizarélag
a munkakori feladat ellataséval 0sszefliggésben, a szervezeti egység vezetdjének engedélyével
lehet. A foglalkoztatott ez esetben is koteles gondoskodni arrdl, hogy a személyes adatot
illetéktelen személy ne ismerhesse meg.

A személyes adatokat is tartalmazd irat és egyéb adathordozé munkaiddn tul csak megfeleld
védelmét biztositd helyen tarolhat6. A megfeleld tarolas biztositasaért kozvetleniil az a felelds,
akinél az iratok a munkaidd befejezésekor talalhatoak.

A foglalkoztatott a kozos haszndlati nyomtatén vagy masologépen kinyomtatott, illetve
lemasolt dokumentumokat haladéktalanul kételes magahoz venni.

Azokat a helyiségeket, ahol koz6s hasznalati nyomtatd vagy masoldgép lizemel adatbiztonsagi
kovetelmények figyelembevételével és betartasara tekintettel kell hasznalni.

A foglalkoztatott koteles a szamitogépet €s az ahhoz alkalmazott adathordozodkat ugy kezelni,
tarolni, hogy a védelmet igényld adatokat illetéktelen személy ne ismerhesse meg. Koteles
tovabba a munkaidd végeztével a szdmitogépet kikapcsolni, a helyiséget — ahol ez lehetséges
— aramtalanitani, az ajtot bezarni €s a kulcsot a portaszolgalathoz vagy a szokéasos gytijto helyre
leadni.

A személyes adatokat tartalmaz6 irat a foglalkoztatott altali tdvoli (beleértve otthoni)
elektronikus elérése csak abban az esetben biztosithato, ha az illetéktelenek hozzaférésének
kockézata az alkalmazott technikai megoldasok miatt alacsony.



4. Iratnyilvantartas

A Hivatal a kezelt iratokrdl a 335/2005. (XI1.29.) Korm. rendelet alapjan elektronikus
nyilvantartast vezet (a tovabbiakban: iratnyilvantartas).

A jogszabaly alapjan kotelezden vezetett iratnyilvantartas esetében az érintett tiltakozasi joga,
adatkezelés korlatozasahoz val6 joga nem all fenn.

Az iratnyilvantartds esetében az érintett igényelheti az iratnyilvantartdsban tarolt személyes
adatai megismerését. Erre vonatkozo kérelmét a jegyzonél terjesztheti el6, amely az altalanos
ligyintézési hataridon beliil azt megvalaszolja.

Az iratnyilvantartas esetében az érintett kérelmezheti személyes adatai helyesbitését. Az erre
vonatkozo kérelmét a jegyzonél terjesztheti eld, amely az altalanos ligyintézési hataridon beliil
azt megvalaszolja. Nem mindsiil pontatlanul nyilvantartott adatnak a nyilvantartasba vételt
kovetden valtozott személyes adat, ilyen okbdl az iratnyilvantartas nem modosithato.

1. FEJEZET

A jogszabalyban meghatarozott feladat- és hataskorok ellatasahoz
kapcsolodo, mas szerv altal nyilvantartott adatok kezelése

S. Az adatkezelés jogalapja

A Hivatal a jogszabalyban meghatarozott feladat- ¢és hataskoreinek ellatasahoz sziikséges e
fejezet hatalya ald tartozo személyes adatkezelést kozvetlen (az adatkezelés az adatkezeldre
vonatkoz6 jogi kotelezettség teljesitéséhez sziikséges), illetve kozvetett (az adatkezelés
adatkezel6re ruhdzott kozhatalmi jogositvdny gyakorlasanak keretében végzett feladat
végrehajtasahoz sziikséges) jogalap alapjan végzi. Mind kozvetlen, mind kozvetett esetben az
adatkezelésre jogszabaly alapjan kertil sor.



6. Felel6sség megosztas

1. A Hivatal és a nyilvantartast vezetd szerv kozotti adatkezeléssel Osszefiiggd feleldsség
megosztasa, amennyiben jogszabaly masképp nem rendelkezik a kovetkezo:

a) A GDPR rendelet 24. és 25. cikkében megszabottaknak teljesitésérél a nyilvantartast
vezetd szerv gondoskodik.

b) A Hivatal az e fejezet hatalya ala tartozo adatkezeléseknél figyelembe veszi a
nyilvantartast vezetd szerv altal kiadott adatkezelési szabalyzat r4 vonatkozo6 részeit.
E pont tekintetében adatkezelési szabalyzatnak mindsiil a nyilvantartas kezeléséhez
biztositott kezelési dokumentécio (felhasznaloi kézikonyv stb.).

c) Az érintett fél megismerési, helyesbitési jogat a Hivatalnal is gyakorolhatja. Az erre
vonatkozo kérelmét a jegyzoénél terjesztheti el6, aki a nyilvantartasra vonatkozo
jogszabalyi el6irasoknak megfelelden az ligytipusra eldirt tigyintézési hataridon
beliil azt megvalaszolja.

d) Tiltakozasi joggal a kozvetlen vagy kozvetve jogszabalyi elbiras alapjan vezetett
altalanos kozérdeket szolgald nyilvantartdsokhoz kapcsolodo adatkezelés esetében
az érintett nem ¢élhet.

e) Az altalanos tajékoztatasi kotelezettség tekintetében Hivatal az adatkezelés tényérol
¢s a nyilvantartast ténylegesen vezetd szerv megnevezésérdl az Onkormanyzat
honlapjan tdjékoztatast tesz kozz¢, ahol — amennyiben lehetséges — feltiinteti a
nyilvantartast vezetd szerv GDPR rendelet szerinti részletes tajékoztatdsanak
elérhetdségét is.

f) A GDPR rendelet 30. cikkében eldirt adatkezelési nyilvantartas vezetésérdl, és az
erre vonatkoz6 kérések megvalaszolasarol a nyilvantartast vezetd szerv
gondoskodik.

2. E fejezet szerint kell eljarni olyan szerv vagy szolgaltatd altal biztositott informatikai
alkalmazéasok igénybevételénél azok adatkezelést érintd miiveletei tekintetében, amelyek
tartdsan nem tartanak nyilvan személyes adatokat, de amelyek felhaszndldsra keriilnek
valamely jogszabalyban meghatarozott személyes-adat kezelési feladathoz. Ez esetben
nyilvantartés alatt az adatkezelésbe bevont alkalmazasi program értendo.



IV. FEJEZET

A jogszabalyban meghatarozott feladat- és hataskorok ellatasahoz
kapcsolodo, a Hivatal altal nyilvantartott adatok adatkezelése

7. Az adatkezelés jogalapja

A személyes adatok Hivatal altal torténd kotelezd nyilvantartasat igényld személyes
adatkezelést a Hivatal kozvetlen (az adatkezelés az adatkezeldre vonatkozo jogi kotelezettség
vagy kozérdeki feladat teljesitéséhez sziikséges) jogalap alapjan végzi.

8. Az adatkezeloi feladatok ellatasa

A Hivatal gondoskodik a GDPR rendelet 24. és 25. és 32. cikkében megszabottaknak
teljesitésérdl.

Az érintett f€l megismerési, helyesbitési jogat - ha jogszabaly masképp nem rendelkezik - a
Hivatalnal gyakorolhatja. Az erre vonatkozd kérelmét a jegyzOonél terjesztheti eld, aki az
altalanos ligyintézesi hataridon beliil azt megvalaszolja.

A Hivatal altal jogszabaly alapjan vezetett nyilvantartdsokban a megismerési, valamint
helyesbitési jog a nyilvantartasra vonatkozo jogszabalyban foglaltak szerint - ennek hianyaban
az altalanos ligyintézésre vonatkoz6 szabalyok szerint - gyakorolhato.

Erintett tiltakozasi joggal, illetve korlatozasi igénnyel a kdzvetlen vagy kdzvetve jogszabalyi
eldiras alapjan vezetett nyilvantartasok esetében nem €lhet.

Az altaldnos tajekoztatasi kotelezettség tekintetében Hivatal az Onkormanyzat honlapjan
tajekoztatast tesz kozzé
a) az e fejezet ala tartozo adatkezelések tényérol,
b) az adatvédelmi tisztviseld elérhetdségérol,
c) a személyes adatkezelésben ¢érintettek megismerési, helyesbitési jogai
gyakorlasahoz sziikséges ligymenetrdl.



6. Az e fejezet szerinti, altalanos kozérdeket szolgald, jogszabalyi eldirds alapjan vezetett
nyilvantartasokban torténd személyes adat valtoztatasrol mas adatkezeldk értesitése csak
jogszabalyban eldirtak szerint torténhet.

V. FEJEZET

Az adatkezelési tevékenységek nyilvantartasa

1. A Hivatal, mint adatkezel6 a felelosségébe tartozoan végzett adatkezelési tevékenységekrol

irdsban — ideértve az elektronikus formatumot is — nyilvantartast vezet.

2. A nyilvantartés tartalmazza a kdvetkezd informacidkat:

a)
b)
c)
d)

e)

f)
9)

az adatkezel6 neve és elérhetdsége, valamint — ha van ilyen — a k6zos adatkezeldnek,
az adatkezeld képviseldjének és az adatvédelmi tisztviseldnek a neve és elérhetdsége;
az adatkezelés céljai;

az érintettek kategoriainak, valamint a személyes adatok kategoridinak ismertetése;
olyan cimzettek kategoriai, akikkel a személyes adatokat kozlik vagy k6zolni fogjak,
ideértve a harmadik orszagbeli cimzetteket vagy nemzetkdzi szervezeteket;

adott esetben a személyes adatok harmadik orszdgba vagy nemzetkozi szervezet részére
torténd tovabbitdsara vonatkozd informaciok, beleértve a harmadik orszag vagy a
nemzetkdzi szervezet azonositasat, valamint a GDPR rendelet 49. cikk (1)
bekezdésének masodik albekezdés szerinti tovabbitas esetében a megfeleld garanciak
leirasa;

ha lehetséges, a kiilonboz6 adatkategoriak torlésére eldiranyzott hataridok;

ha lehetséges, a 32. cikk (1) bekezdésében emlitett technikai €s szervezési intézkedések
altalanos leirasa.

3. A Hivatal, mint adatfeldolgozo irasban — ideértve az elektronikus formatumot is —nyilvantartast
vezet az adatkezeld nevében végzett adatkezelési tevékenységek minden kategoridjarol.

4. A nyilvantartas tartalmazza a kovetkez6 informaciokat:

a)

b)
c)

az adatfeldolgoz6 vagy adatfeldolgozok neve és elérhetdségei, és minden olyan
adatkezel6 neve és elérhetdségei, amelynek a nevében az adatfeldolgozo6 eljar, tovabba
— ha van ilyen — az adatkezel$ vagy az adatfeldolgozo képviseldjének, valamint az
adatvédelmi tisztviseldnek a neve és elérhetdségei;

az egyes adatkezelOk nevében végzett adatkezelési tevékenységek kategoriai,

adott esetben a személyes adatok harmadik orszagba vagy nemzetkdzi szervezet részére
torténd tovabbitasa, beleértve a harmadik orszdg vagy a nemzetkdzi szervezet
azonositasat, valamint a GDPR rendelet 49. cikk (1) bekezdése masodik albekezdése
szerinti tovabbitas esetében a megfeleld garanciak leirasa.



5. A Hivatal, mint adatkezeld, vagy mint adatfeldolgoz6 megkeresés alapjan a feliigyeleti hatosag
rendelkezésére bocsatja az altala vezetett adatkezelési tevékenységek nyilvantartasat.

V1. FEJEZET

Funkcionalis miikodéssel kapcsolatos személyes adatok adatkezelése

9. Az adatkezelés jogalapja

1. A Hivatal a funkciondlis feladatainak ellatdsa soran az aldbbi feltételek alapjan végzi a
személyes adatok kezelését
a) az adatkezeldre vonatkozo jogi kotelezettség vagy kozérdekii feladat teljesitéséhez
sziikséges, vagy
b) az adatkezelés az adatkezel6 vagy egy harmadik fél jogos érdekeinek
érvényesitéséhez sziikséges, vagy
c) az adatkezelés olyan szerz6dés teljesitéséhez sziikséges, amelyben az érintett az
egyik fél.

10. Az adatkezeloi feladatok ellatasa

1. A Hivatal a foglalkoztatottakat a felvételt megeldzden részletesen tajékoztatja a Hivatal altal
végzett rajuk vonatkoz6 személyes adatkezelésrl. A raruhazott kozhatalmi jogkor
gyakorladsdhoz a Hivatal zavartalan jogszerli miikodésének biztosithatésdga érdekében az
alkalmazas feltétele az adatkezelések tudomasul vétele.

2. Az ¢érintett foglalkoztatott részére a Hivatal - a jogszabalyban nem megismerhetonek eldirt
adatkorok kivételével - biztositja a kezelt személyes adataihoz valo hozzaférést. A kérelmet a
humanpolitikai referensnél kell el6terjeszteni.

3. Az ‘¢rintett foglalkoztatott részére a Hivatal biztositja a helyesbitési jog gyakorlasat.
Helyesbitésre vonatkoz6 kérelmet a téves adat megnevezésével és a helyes adat igazolt

megadasaval lehet kezdeményezni a humanpolitikai referensnél.

4. A Hivatal a funkcionalis miikodésével dsszefliggésben vezetett nyilvantartasokbol személyes
adat atadast csak a jogszabalyi eldirdsok szerint teljesit.
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5. A Hivatal az alkalmazas megszlinését kovetden a foglalkoztatottra vonatkozo személyes
adatokat a jogszabalyokban megadott megdrzési ideig tarolja. Ezen adatokra helyesbités mar
nem kérhetd.

6. A szerzodéses kapcsolatokkal Gsszefliggd adatkezelés esetében az adatokhoz hozzaférés,
helyesbités csak a szerzddés egészére vonatkozd hozzaférési, moddositasi kérelemként
értelmezhetd, annak szabalyai szerint hajthato végre. Szerz6dés nyilvantartasaval kapcsolatban
a tiltakozasi jog nem gyakorolhato.

VIlI. FEJEZET

11. Informatikai lehetéségek magancélra torténé hasznalatanak feltételei

1. A foglalkoztatottak a hivatali elektronikus levelezési (a tovabbiakban: e-mail) szolgaltatast
hivatali célra vehetik igénybe.

2. A Hivatal nem szankcionalja a magancélu igénybevételt, de a foglalkoztatottnak tudomasul
kell vennie
a) a névre szo0lo hivatali cimre érkez6 barmely e-mail-t a Hivatal a rendszergazda
bevonasaval kiolvashatja,
b) az alkalmazéds megsziinését kovetden az e-mail fiok nem keril torlésre, mivel a
hivatalos c€lbdl folytatott kapcsolattartasi adatokra a Hivatalnak sziiksége van.

3. A Hivatal a hivatali munkahoz nem kapcsolodo elektronikus leveleket semmilyen célra nem
hasznalja fel, azok illetéktelen megismerés elleni védelmét az alkalmazds megsziinését
kovetden is biztositja.

4. A Hivatal erre feljogositott informatikai biztonsagi felelése a biztonsagi Szempontok
érvényesitése érdekében jogosult az elektronikus levelezd rendszer adatai megismerésére a
GDPR rendelet (49) preambulum-bekezdésben foglaltakkal dsszhangban. A megismert adat
biztonsagi szempontokon til mas célra nem hasznalhato fel.

5. A Hivatal egyes munkaallomasokon biztositja a nyilvanos internet elérést. A foglalkoztatott a
nyilvanos interneten végzett tevékenysége a szervezettdl fiiggetlen, otthoni vagy nyilvanos
helyen végzett tevékenységével azonos megitélés ala esik.

6. Az internetes kommunikaci6 soran meggondolt, felelds magatartassal kell a veszélyforrasokat
¢s valos kockazatokat elkeriilni, a védett adatok megszerzésének lehetdségét kizarni. Fentiek
be nem tartasa, megsértése a foglalkoztatott fegyelmi és — karokozas esetén — kartéritési
felelosségét vonhatja maga utan.
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1.

VIIl. FEJEZET

Szervezeti kovetelmények

12. Betoltendo szerepek

A Hivatal a személyes adatok megfeleld védelme érdekében az alabbi feladatkoroket nevesiti:

a) adatvédelmi tisztviseld
b) adatfelel6s
c) informatikai biztonsagi felel6s

2. Az adatvédelmi tisztviseld

a) a GDPR rendelet 38. cikk (3) bekezdése alapjan feladatai ellatasaval kapcsolatban
utasitast nem kaphat,

b) kozvetlenil a szervezet vezetdjének tartozik felelosséggel,

c) ellendrzési jogkore az adatvédelem tekintetében a Hivatal valamennyi foglalkoztatottja
altal ellatott feladatra kiterjed.

3. Az adatvédelmi tisztviseld feladatai

a) tajékoztat és szakmai tanacsot ad az adatkezelé vagy az adatfeldolgozd, tovabba az
adatkezelést végzé foglalkoztatottak részére az adatvédelmi rendelkezések szerinti
kotelezettségeikkel kapcsolatban;

b) ellenérzi az adatvédelmi rendelkezéseknek, tovabba az adatkezel6 vagy az
adatfeldolgozo személyes adatok védelmével kapcsolatos belsd szabalyainak valo
megfelelést, ideértve a feladatkorok kijelolését, az adatkezelési miiveletekben vevd
személyzet tudatossag-novelését és képzését, valamint a kapcsolodo auditokat is;

C) tanacsot ad az adatvédelmi hatasvizsgalatra vonatkozodan, valamint nyomon koveti a
hatasvizsgalat elvégzését;

d) az adatkezeléssel 6sszefiiggd ligyekben egyeztet a feliigyeleti hatosaggal,

e) vezeti az adatkezelési nyilvantartast;

f) vezeti az adatvédelmi incidensek nyilvantartasat.

Az adatvédelmi tisztviseld feladatait az adatkezelési miiveletekhez fliz6d6 kockazat megfeleld
figyelembevételével, az adatkezelés jellegére, hatokorére, koriilményére és céljara is tekintettel
végzi.

Az adatfelel6s a Hivatal azon foglalkoztatottja, aki feladatainak ellatasa soran személyes adatot
kezel. Az adatfelelds miikddése soran kezelt személyes adatokra vonatkozoéan gondoskodik az
adatvédelmi szabalyok megtartasarol.
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Az informatikai biztonsagi felelés a Hivatalnal kijelolt személy, aki a belsé IT rendszerek
adatvédelmérdl, biztonsagos lizemeltetésérdl, a Hivatal informatikai ellenérzési feladatairdl
gondoskodik. Feladatkorébe tartozik a kiilsé szerv altal miikodtetett nyilvantartasok, illetve
szolgaltatasok igénybevételével kapcsolatos informatikai biztonsagi szempontok kezelése is.

13. Altalanos felelésségi kérdések

A jogszabaly altal védett adatok — ide értve személyes adatokat is — kezelésével kapcsolatos
szabalyok betartasarol a Hivatal valamennyi foglalkoztatottja kdteles gondoskodni.

Az adatkezelés és adatfeldolgozasi miiveletekre vonatkozo6 — altalanos érvényii — szabalyzatok
jogszerliségéért €s betartatdsaért a szervezet vezetdje felel.

A foglalkoztatott, mint adatfeldolgozd tevékenységi korén beliil felelds a személyes adatok
feldolgozasaért, megvaltoztatasaért, torléséért, tovabbitasaért €s nyilvanossagra hozatalaért,
tovabba minden olyan jogsértésért, amit a mindenkor hatdlyos GDPR rendelet, az informacids
onrendelkezési jogrol €s az informacidszabadsagrol szolo torvény, valamint jelen Szabélyzat
rendelkezéseinek megszegésével okozott.

IX. FEJEZET

Adatvédelmi incidens kezelése

14. Az adatvédelmi incidens bejelentése

A GDPR rendelet 4. cikk 12. pontja szerinti adatvédelmi incidenst a Hivatal indokolatlan
késedelem nélkiil, és ha lehetséges, legkésObb 72 oraval azutan, hogy az adatvédelmi incidens
a tudomasara jutott, bejelenti az illetékes feliigyeleti hatosagnak, kivéve, ha az adatvédelmi
incidens valdészintisithetéen nem jar kockdzattal a természetes személyek jogaira ¢és
szabadséagaira nézve. Ha a bejelentés nem torténik meg 72 6rdn beliil, mellékelni kell hozza a
késedelem igazolasara szolgald indokokat is.

A mas szerv altal vezetett nyilvantartds vagy mitkodtetett szakrendszer esetében, amennyiben
a Hivatal kozos adatkezelonek mindsiil, a Hivatal az érintett szervet értesiti, hogy az a
sziikséges adatokkal kiegészitve — abban az esetben, ha sziikségesnek véli — a feliigyeleti
hatosag értesitését megtehesse.
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Az a foglalkoztatott, aki a személyes adatokkal kapcsolatban adatvédelmi incidenst észlel, igy
kiilondsen a biztonsdg olyan sériilését, amely a tovabbitott, tarolt vagy mas moddon kezelt
személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését, megvaltoztatasat,
jogosulatlan kozlését vagy az azokhoz val6 jogosulatlan hozzaférést eredményezi; koteles azt
a kozvetlen vezetdje utjan haladéktalanul az adatvédelmi tisztviselonek bejelenteni.

Amennyiben az adatvédelmi incidens informatikai rendszert érintéen kovetkezett be, arrdl
haladéktalanul tajékoztatni kell az 1. melléklet megkiildésével az informatikai biztonsagi
feleldst.

Az adatvédelmi incidensrdl szo616 bejelentésben az 1. melléklet alapjan:

a) ismertetni kell az adatvédelmi incidens jellegét, beleértve — ha lehetséges — az érintettek
kategoriait €s hozzavetdleges szamat, valamint az incidenssel érintett adatok kategoriait
¢és hozzavetdleges szamat;

b) kozolni kell az adatvédelmi tisztviselé vagy a tovabbi tajékoztatast nyujté egyéb
kapcsolattartd nevét és elérhetdségeit;

c) ismertetni kell az adatvédelmi incidensbdl eredd, valdszintsithetd kovetkezményeket;

d) ismertetni kell az adatkezeld altal az adatvédelmi incidens orvoslasara tett vagy
tervezett intézkedéseket, beleértve adott esetben az adatvédelmi incidensb6l eredd
esetleges hatranyos kovetkezmények enyhitését célzo intézkedéseket.

A Hivatal az adatvédelmi incidensekrdl nyilvantartast vezet, feltlintetve az adatvédelmi
incidenshez kapcsolodo tényeket, annak hatasait és az orvosldsara tett intézkedéseket.

15. Az érintett tajékoztatasa az adatvédelmi incidensrol

Ha az adatvédelmi incidens valdsziniisithetden magas kockézattal jar a természetes személyek
jogaira és szabadsagaira nézve, a Hivatal indokolatlan késedelem nélkiil tdjékoztatja az
érintettet az adatvédelmi incidensrol.

Az ¢érintett részére adott tdjékoztatdsban vildgosan és kozérthetden ismertetni kell az
adatvédelmi incidens jellegét, és kozdlni kell legalabb
a) az adatvédelmi tisztviseld vagy a tovabbi tajékoztatast nyujtd egyéb kapcsolattartd
nevét és elérhetdségeit;
b) az adatvédelmi incidensbdl eredd, valdszintisitheté kvetkezményeket;
C) az adatvédelmi incidens orvoslasara tett vagy tervezett intézkedéseket, adott esetben
az adatvédelmi incidensbdl eredd esetleges hatranyos kovetkezmények enyhitését
célz6 intézkedéseket.

3. Az ¢rintettet nem kell az adatvédelmi incidensrdl tajékoztatni, ha a kovetkezd feltételek

barmelyike teljesiil:
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a) az adatkezel6 megfeleld technikai és szervezési védelmi intézkedéseket hajtott végre,
¢s ezeket az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében
alkalmaztak, kiilonosen azokat az intézkedéseket — mint példaul a titkositas
alkalmazasa —, amelyek a személyes adatokhoz vald hozzaférésre fel nem jogositott
személyek szamara értelmezhetetlenné teszik az adatokat;

b) az adatkezel6 az adatvédelmi incidenst kdvetden olyan tovabbi intézkedéseket tett,
amelyek biztositjak, hogy az érintett jogaira €s szabadsagaira jelentett magas kockazat
a tovabbiakban valosziniisithetden nem valdsul meg;

C) a tajékoztatds aranytalan erbfeszitést tenne sziikségessé. Ilyen esetekben az
érintetteket nyilvanosan kozzétett informaciok utjan kell tajékoztatni, vagy olyan
hasonl6 intézkedést kell hozni, amely biztositja az érintettek hasonldéan hatékony
tajékoztatasat.

X. FEJEZET

Adatkezeléssel kapcsolatos kérelmek

16. Tajékoztatas formaja

Az adatkezelésre vonatkozo altalanos tdjékoztatd nyilvanos, az az dnkormanyzat honlapjan
hozzatérhetd.

A Hivatal a személyes adatok kezelésére vonatkozo6 tajékoztatdsat az onkormanyzat honlapjan
teszi k6zzé. Az e mddon kozzétett tajékoztatd a GDPR rendelet 13. cikk (4) bekezdése, illetve
14. cikk (5) a) pontja szerint az érintett altal ismertnek tekintendd.

Az érintettet megilleti az a jog, hogy személyes adatai kezelésérdl tajékoztatast kérjen. Az
adatkezelésre vonatkozo kérelmeket — a jogszabalyi feltételek fennallasa esetén — legfeljebb
30 napon beliil, de lehetdség szerint soron kiviil kell teljesiteni. Személyes adatkezelésre
vonatkoz6 egyedi informacid csak az érintett személy részére adhato.

A Hivatal az adatkezelés targyat képezd személyes adatok elektronikus vagy papir masolatat
elsd kérésekor egy példanyban dijfizetés nélkiil az érintett rendelkezésére bocsatja.

Az érintett egy honapon beliili ismételt kérésekor, vagy altala kért tovabbi papir masolatokért
az adatkezel6 az adminisztrativ koltségeken alapul6 dijat szamit fel.

Elektronikus kapcsolattartasnal a Hivatal PDF formatumt dokumentumban kiildi meg a
valaszat.
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Hivatal mindazon adatkezeléseknél, ahol az informatikai hattér a sziikséges adatokat
tartalmazza, az adatkezelésre vonatkozo tajékoztatdst az informatikai rendszerben rogzitett
adatok alapjan teszi meg, kiilon nyilvantartast nem vezet. Az adatkezelésre, kiilondsen az
adattovabbitasra vonatkozd nyilvantartdsnak mindsiil:
a) az elektronikus iktatd rendszer az irat formaban torténdé adattovabbitas tekintetében
b) az alkalmazasi programok napld adatai, az alkalmazas keretében tortén adatkezelés
tekintetében.

Xl. FEJEZET

Személyes adatnak nem mindsiild adatok kezelése

17. Védendo adat kezelése

Személyes adatnak nem mindsiilé, de mas okbol (kiilondsen lizleti titkot képezd) nem
nyilvanos adat (a tovdbbiakban: nem nyilvanos adat) kezelésére a személyes adat kezelésére
vonatkozo szabalyokat kell alkalmazni a jelen fejezet szerinti eltérésekkel.

A nem nyilvanos adatok kezelésére
a) nem értelmezett a tiltakozasi, hozzaférési, korlatozasi jog,
b) nem kapcsolodik hozza tajékoztatasi kitelezettség,
C) az adatkezelésrol - ha kiilon jogszabaly masként nem rendelkezik - nyilvantartast nem
kell vezetni.

A nem nyilvanos adatokkal kapcsolatos adatvédelmi incidens esetén
a) halozaton keresztiil bekovetkezett incidens esetén a kiilon jogszabaly szerint a
halozatbiztonsagi kozpont értesitendo,
b) tizleti tiktok illetéktelen tudomasara jutasa esetén az érintettet is értesiteni kell,
amennyiben ez lehetséges.
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XIl. FEIEZET

Z.aro rendelkezések

1. Jelen Szabalyzat a kozzétételét kovetd napon 1ép hatalyba.

2. A Szabalyzat feliilvizsgalataért és modositasaért a jegyz6 a felelds.

Ibrany, 2019. julius 10.

Bakosiné Marton Maria
jegyzo
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1. melléklet

NYILVANTARTASI ADATLAP
adatvédelmi incidens bejelentéséhez

1. Adatkezeld adatai
Adatkezeld szervezeti egysége

Kapcsolattart6 neve:

Telefonszama:

E-mail cime:

2. Adatfeldolgozas
Adatfeldolgozd megnevezése:

Kapcsolattartd neve:

E-mail cime:

3. Erintettek
Erintett személyes adatok kore:

Erintett személyek kore:

Erintett személyek szdma:

4. Adatvédelmi incidens

Id6pontja:

Koriilményei:

Intézkedések:

Egyéb

Datum: Alairas:
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MEGISMERESI ZARADEK

IBRANYI POLGARMESTERI HIVATAL
ADATVEDELMI SZABALYZATA

ALULIROTT ALAIRASOMMAL TANUSITOM, HOGY A SZABALYZATOT, ANNAKTARTALMAT
MEGISMERTEM:

SSZ. NEV ALAIRAS DATUM
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